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AGENDA

 Introductions

* Veea on its 5G and Edge Computing Advancements

« EVauto on Vehicle Charging Application

 Tyrrell Products on Integrating Fire Management with BMS
¢« Q&A
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Background: veea?

 Expert team that pioneered 2G thru 5G
o Technology, chipsets, network and device products

 Expertise in hyperconverged networks
* Delivering industry 4.0 smart applications to
enterprises

After 9/11 built NYC’s largest public safety network. Still
evolving technology solutions at this scale and with this
pioneering vision — but now with Edge Compute & 5G!
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Addressing Enterprise Requirements
with Converged Private 5G Networks

« Many enterprise applications must remain on-
premises for business, legal, and technical reasons.

 Enterprise networks that connect these applications
to users and devices are straining under increasing
workloads.

« A platform solution that combines private 5G
network solutions, with distributed edge computing
and Wi-Fi / loT connectivity at the Device Edge, can
readily address the enterprise challenges.
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Industrial Edge Compute :

Substantially Reduced TCO

v" ”Drop & Play” zero-touch installation
Configuration v Significantly less hardware & software to manage
Yreatub g0 - | Managementa v' Less integration, complexity and maintenance
Authentication
Server (MAS) v" Fewer vendors
T Processing Elements Access Elements
=
- Center =
R —_— Cloud Management M
LAN Connectivity Options lSl:fvgeer (== 9 & Orchestration MeshRouter  lof Gateway
Wi-Fi, Bluetooth/BLE, — Center = o n
ZigBee/802.15.4, Fdge Server : —_
Peripheral devices Smartphones, loT Sensors, LoRaWAN or Ethernet VeeaHub Platform ' 56
connected to one or POS Equipment, Screens, '_-'\ Cloud Mgmt. Services Compute Connect R
more nodes of Speakers, Servers, Printers, D By Access + Failover
the vMesh Laptops, Etc. Pla?JE;J.LE;‘e vMesh o Connectivity Mesh
- veeaHus . loud o Computing Mesh
Self-healing & it Sem.ce NESh
Self-organizing o Application Mesh VER e e
? X Mesh o Edge Intelligence Mesh —D.V : = VeeaHUH
' (A SDWA Vi |—>3]
: B8 9 Smart Computing Hub (SCH) ek e
Ta v T j B L'D SCH integrates many
(d - = Internst Firewall MPLS ca b|t f th ”D .
a/ _ > |5ﬁ_ pabilities for the “Device
| Security Elements Edge” of the network Storage Elements
* Multiple technologies and solutions highly integrated for the network edge
v Full range of wireless and wired connectivity solutions = 0
4 Distributed “data center” at the edge with virtualized software environment for apps T ' / \ 7 -
. SLLTITTT : 5 1
4 Up to 2TB Storage per device on the mesh network = =3
* Cloud and local management, control & orchestration o : o
. . . . . . Indoor Unit with an optional Indoor Enterprise Outdoor Unit with LTE/5G  indoor Unit with LTE and/or
* Ahighly integrated system that is easier to deploy, Manage, Maintain, Scale, Secure Gigabit LTE or 5G Module Unit and/or LoRaWAN Gateway LoRaWAN Gateway
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End-to-End Portfolio to Enable Smart Spaces

Data Al
Management Applications

@ - gl sl 11,11

Data Collection
and Sensing

S

Third-Party Wi-Fi

Public or Private Cloud

Dash Boards

— Data
T Insights

LI

Infrastructure, Machine
and Building loT Sensors

Archive

Predictive & Geospatial
Prescriptive Visualization &
Analytics Automated Workflows

2 3

Business, Social and Operational Data

On-Premises

Edge Processing and Analysis and 5G connectivity

Intelligent data operations: Orchestration, Governance, Security, Privacy Protection and Compliance
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Significant Private 5G Network Roll-outs In-Building

* |n-building 5G coverage delivered from outdoors in CBRS band
and higher frequencies will be marginal at best

= Significant amount of traffic generated from inside the buildings

= VeeaHub platform architecture complements private 5G small
cell networks by providing a converged wireless broadband
solution with Wi-Fi 6, edge computing, SDN/NFV, loT gateway,
pre-processing of data for ML/Al, and networking security
applications with trusted WLAN along with the following unique
capabilities:

* The Access Gateway (AGW) implementation with a virtualized
Evolved Packet core (VEPC) provides for a stand-alone core
network functionality at the network edge

* Enables network services and policy enforcement for private 4G
and 5G networks

* Network slicing under a single physical IT framework but with
multiple virtual network layers to leverage, allowing divided
traffic flow into few autonomous groups while keeping a
different set of attributes for each group respectively and
meeting a specific set of service level requirements (SLR)
pertaining to the application scenario

*  Control Plane integration across VeeaHub vBus and vEPC for a
fully integrated multi-protocol implementation supporting the
application / service mesh at the device edge

*  Supports Passpoint 2.0

NS2022

GROWING DEMAND FOR
IN-BUILDING WIRELESS 5

hours per day is the 0/
average amount of time 0
smart phone users spend
0 on mobile devices.
/O (Fiorca Wirsleas] of 911 calls originate from
inside buildings.
0 / [Finel Me 311)
0 80% of mobile traffic O
originates or terminates ? /O

within a building.
of the time spent on digital 7 }}
media is on a mobile device. %
foomSean] armericd

e

of Americans currently
own a smart phone.

(CommScape)

{Prw Research Cerer]

* 5G provides for high data rates (1-20 Gbps), ultra-low latency, high security, reliability and
scalability to accommodate the enormous volumes of loT-connected sensors and devices.

* A private 5G network offers bespoke 5G coverage and greater control of the capacity and the
network operations within the private operator’s premises. Unlike public 5G, a private 5G network
can be reconfigured by its operator to allow different levels of priority access when certain
network activities are deemed more business-critical than others. Private 5G networks also allow
operators to completely or partially isolate end user devices from MNOs’ public networks. This is a
valuable security feature that reduces threats by limiting exposure to public interfaces when
necessary, such as with personal data, intellectual property, or other sensitive activities.
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Addressing Enterprise Requirements

with Converged Private 5G Networks , o
Why Edge Computing Complements 5G in Unlicensed band?

e Many enterprise applications must remain on-premises for A S * 5G device COGS, battery life
business, legal, and technical boize
usiness, legal, and technical reasons. TR « CapEx & OpEx trade-offs
(200K sq.ft. building, 4 MNO support, 5-Year TCO) e S : HH
. . . pectrum availability & costs
* Enterprise networks that connect these applications to users T\ + RF Coverage
and devices are straining under increasing workloads. sesco P 9 + Local processing with Data
cell as signal sourt privacy (e.g., user data
* Aplatform solution that combines private 5G network solutions, X (68%) staying local, GDPR)
with distributed edge computing and Wi-Fi / loT connectivity at * High availability for mission
. . . ' critical applications
the Device Edge, can readily address the enterprise challenges. :
e Context awareness with
. fusion of logic for multi-
Wi-F DAS MNO Small Cells  CBRS Small Cells sensor mU|ti'pr0t0C0| use
Guaranteed Coverage Network Control cases
* More!
Remote and underserved areas, 0 feph coiaalns Uil afe bot * Private 4G/5G networks in unlicensed bands (e.g., CBRS), like
Indoor/In-building supported in a public network s : . ) =7 .
Wi-Fi, are isolated from public mobile networks and their
performance allows them to replace wired networks.
Parfohmance Security * In combination with Wi-Fi 6 mesh and loT connectivity, it
offers ultra-low latency, capacity, coverage, privacy and
Profiles that will support demanding Identity & Access Management, reliable network capabilities required by enterprise customers
applications & QoS guarantees Privacy & Data Integrity

for wide range of edge device types and use cases.
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VeeaHub Platform is Fully Integrated with Microsoft Azure loT

The combined capabilities of VeeaHub and Azure loT platforms offers one of

VEEAHUB PLATFORM SOLUTION CAN BE the most advanced & feature-rich loT platforms available today. Together with

EXTENDED AND/OR TRANSFORMED INTO THE Qualcomm private 5G network solutions, it offers the most comprehensive
FULL EDGE CAPABILITY FOR MICROSOFT AZUR and feature rich solution in the market for industry 4.0.
— IOT APPLICATIONS & DIGIAL TWINS VeeaCloud
UQI Services
a VeeaHub/Azure Azur.e Io‘T & Veea
AL Jof_c\ loT Gateway Application Cloud VeeaHub
- (e <«—>
o \,"’W’ . ’ Control Center
PJnoo] —o Azure loT Edge A - B (User Interface
— Runtime* \/4 & A Dashboard)
A s
[.E-J_{nj T Azure loT Hub N
veeaHub e
= Azure Cloud
* Incorporates Azure loT Hub Proxy .
Azure Container
Veea loT & Azure loT Edge Runtimes Azure loT Moby Container on VeeaHub O feo=e orhe
. . . . . Functmn - ... + ™y

* Moby containers can be instantiated on * Secure provisioning and configuration -

VeeaHub turning it into an Azure loT (Microsoft security framework with on-device [ l

Integrated Gateway/Edge Device hardware security for secure boot and Development _ )

OperationS) machine Stage N loT Edge device Deploy Insights

* V-Bus providing connectivity to Azur loT _ . E | = l

Moby containers over Wi-Fi, Bluetooth, * Wide-range of device protocols supported : M

LoRaWAN, ZigBee with 4G/5G * Enrollment DQI & l I
« Secure Docker container to simplify app ¢ Triple-secure identity management with SSO Visual Studio docker B l—/

. . ge runtime
development on VeeaHub with dependencies | « Network & Edge Device (VeeaHub) management

TRIDIUM
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Tridium and Veea Collaborations

* Tridium engineers containerized Niagara
Framework 4 using VeeaHub Toolkit to run as
an application on VeeaHub
e Currently running full Niagara 4.11

* Veea solutions support wrapped container with
select configurations to facilitate deployment

* New releases require minimal amount of time to
rewrap

e Supporting MQTT, OPC-UA, Modbus, BACnet

* Multiple levels of security:
* Niagara license
* Niagara application running in Secure Docker
* Unique workbench license for every host
* Deployed app is password protected
e Single sign-on

VeeaHub platform offers |
a one-stop solution for
for integration with a
multitude of public and
private 5G networks

B @ P

Pre-defined profiles

. R ¢
i £‘ Connectivity Services, devices l
Enterprise nalliog requirements data & analytics
Application Cloud APIs v
Services
— i Private Network r
< > d

Sl Admin
e Console GUI ¢ >

@ &

RAN/Edge Automation with
VeeaHub Platform

A4Ann
Automated Operations
WS e A

w TTT?

Typical deployment options for 5G networks

Public Network with Network Slicing
SLAs (Public Network)

Public Network

Standalone Private
Network using
Unlicensed or Private
Spectrum

Standalone Private
Network via Operator
Spectrum

Public Network with

Local Infrastructure
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Current Target Verticals for Integrated VeeaHub & Niagara 4 veea’
= Smart Campus, Stadium & Building (CRE)

e air quality
* energy use & management Smart Parking
* smart building controls Smart Healthcare

* regulatory compliance
* reporting & insurance claims

Smart Campus

~Smart Building
First Respondent -

e Smart MDU Smart Agrlculture “
o [ Smart Stadium &
SafetY b }* 4 Smart Arena
* security Smart Utilties/ ¢ |

* energy efficiency
* regulatory compliance

Water/ .G___as 7 f

* Smart Agriculture
* greenhouses
* environmental sensors
* automated real-time management & controls

* Smart Industrial/Enterprise
* warehousing Smart Airport
» factories
* tunnels & mining
* ports & transportation systems
* large & small retail

NSZO22 TRIDIUM
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Niagara EV
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N52022 Charge Control

CHARLOTTE, NC | APRIL 4-6

EVauto®

fleet charging control system
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®
ENERGY COST SAVINGS ﬂE\hlg?Ultyq

Cost of Energy*

$/kWh
40¢

Reduce electric costs by shifting

charging to lower cost times of day
30¢
20¢

Uncontrolled
Charging
E—— R— |
10¢ . e
Off-Peak pricing
0c¢
10:00 AM 2:00 PM 6:00 PM 10:00 PM 2:00 AM 6:00 AM

*Utility rates shown based on PGE BEV3 2021 rate schedule

NSZO22 TRIDIUM




DEMAND SAVINGS EVauto®

Demand OVEHNIGHT CHARGING fleet charging control system
500 kW

450 kw
400 kw

350 kw

300 kW Peak Demand Reduction

Uncontrolled
£ Charging

200 kW
S0kw |- . - - - - -

100 kw

50 kw

Level-Load

0 kW
10:00 AM 2:00 PM 6:00 PM 10:00 PM 2:00 AM 6:00 AM

NS 022 TRIDIUM



Smart Local Charge Control

Rules engine accepts:
« Managers’ requirements
 Facility Metering

T

o Real-time Pricing
« EMS status and control Fleet Scheduling
- User Authentication \ PP Systams
. RTP / ADR Fleet Manager Sets charging priorities Analytics v Charge system status / alerts
v E t reducti
« Telematic Fleet Status ! s
® v Facility demand management
« External systems / data EVOUtO = | v On-site power /
/ fleet charging control system Micro-grid integration
Dellve rs: Sets power usage goals T v AutoDR
. P . onitorin ¢ Authentication / Authorization
* Significant Electrical Cost " Control
. Access Control
S aV I n g S Onsite Power
« Control / Authentication /
Alertin g Facility Energy
« Trending / Analytic Data Energy Manager i o

NSZO22 TRIDIUM



Niagara Delivers EVauto®

fleet charging control system

Energy/Tariff

Consulting > Hosted

Server

r\iagara4

Supervisor

I iy
CHARGING CHARGING
PARAMETERS DATA OpenADR
2.0a/2.0b
Onsite Ener = < p 1
Sources 7 %’ 73 > /Utility Demand

Modbus Response
BACnet _ 4 Programs
. ﬂ |aga ra ChS;%;ng Analytics
OCPP, JSON,
Energy Metering Edge MOTT
-V
Facility Energy = f\(/o
Management k ) l] 0 I]@
Systems —
r k| k u
| USAGEDATA! % | RULES “DATA 3rd Party
fame oo a . Data Analytics 3rd Party
A Software

Applicati
oY @S RS ES R RS R B —

NSZO22 TRIDIUM




Opportunities

EVs are coming - soon!

From Oddity to Amenity to
Requirement

%% LxH | LxL [SHLD| in- nmmm
24VAC/DC out-| ;1 [1ca o2 [ 3 [scd s

Grant funds available and more
coming

Adoption will expose charging costs
Onsite power / Micro-grid

RS-485-2 Rs-485-1
S - + S

¢[n]m]c]m]
-+
i ne| w1 [ vz
PRI mini B-USB

N52022 TRIDIUM

Control System integrators have
expertise
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CrossTalk Fire Alarm Management & Reporting

— ) (D D _ N
M) <) > (N[ g =®D DO () e D O = Tiyrrell DY > €

- David Neave Panel 1 Loop 2 Dev 12.1 Zone 7 30/04/19 -13:37:00
Flm Alarm David Neave Hall / Level 1 Flat 72 Room 5, MultiSense Unaccepted

Erp—— g =
e toae B =T

Site Overview F7 [ize| Wilfred Brown

London

o

| Plant Alarms Building Overview!|
<

Em 'S

Sports Park Irigation Station First Floor

Sports Partk LV C Second Floor

Michael Sterling

P

WTETEee i
iy SN

ol — T = - - i : - TN .{i“"'  §
Tealrims) ED) WD) (7 e ymuﬁmmw T
RN MHC IC M= 1= = Ttyrrell : ! wmg-”' W Ty ‘l“gt
David Neave Panel 1 LOOp 2 Dev 12.1 Zone 7 30/04/19 - 13:37:00 i - ik J LL. : =

<> N [ED (hs ™D
David Neave Hall / Level 1 Flat 72 Room 5, MultiSense Unaccepted

—

Fire Alarm

avid Neave Hall First Floor

® ® ®

Fourth Floor

NSZOZZ | 7 TRIDIUM



rossTalk Fire Alarm Management & Reporting

7

M) <) > B NE e ®D VO @ %N s ame = “Ttyrrell

fr
Fim Alarm David Neave Panel 1 Loop 2 Dev 12.1 Zone 7 30/04/19 - 13:37:00
David Neave Hall / Level 1 Flat 72 Room 5, MultiSense Unaccepted

»

‘ Network 26 - Wilired Brown v 4 ‘ 1- Wilfred Brown ¥ _f ‘ ‘ Loop 4 v _I‘

‘ NiA- v

Network 26 - Wilfred Brown, 1 - Wilfred Brown, Loop 4, Device 9

Image:

Information Line 1  wifres Srown Corridor

Information Line 2  optical Smoke Detector

Plotted on Wilfred Brown Third Floor

Condition  Alarm Header Text Alarm Action Message Priority ~ Alarm Display Mode Text Colour Background Colour

Override Default Overide Defaut Override Defsutt

Fire Alarm  Fire Alarm v Fire Alarm e

Override Default
Pre-Alarm  pre-Alarm S—

Fault Fault Device Fault

Save

NSZOZZ TRIDIUM




CrossTalk Fire Alarm Management & Reportin

\_“{_
“tyrrell

B 1101 [0 S | s2.P1.L1.D02

Group Name:  testScheduleAdvanced |~ | () @) [s2P1.L1.08
[s2P1L1.D118
[s2P1L1.D122

Start Date: 05/10/2018 ]
Finish Date: 3071172018 2

Disable at Enable at
| Mon 00:00€ 23:59 @
] Tue 00:00@ 03 55 ©
| Wed 00:00© 55 @

Thu 00:00& (59 @
Fri 10: 46 @ AT @
Sat 46 @ 4T D
Sun  00:00 @ 159 O
Device

Network: Office Kidde Panel
Network Device:  Panel 1

Sub-Selection: Loop 1

-
=

Sub-Selection: Device 5 |—_' Ra;f‘.l.ge

am
-

(Hold Ctrl to select / deselect multiple devices)

D XD =TT

NSZOZZ TRIDIUM




CrossTalk Fire Alarm Management & Reporting

o7

— )\ Toral Alorms) (ED DD —_ s

N <) > C (N[ sk = ) D EDO ®® HN o eoeo = Tyrrel *
= David Neave Panel 1 Loop 2 Dev 12.1 Zone 7 30/04/19 -13:37:00
Flre Alarm David Neave Hall / Level 1 Flat 72 Room 5, MultiSense Unaccepted

Fire Alarm Priority 1

Network name: David Neave Hall Panel name: David Neave Panel location: David Neave Hall Zone - Zone 7
Loop name: Loop 2 Device name: Device 12 Channel address: N38.51.P.L2.D12.51
Device location: David Neave Hall Device type: Level 1 Flat 72 Room 5, MultiSense

Channel name: Channel 1

Condition: Fire

ACTION INFORMATION

Refer to Emergency Procedures for Fire Alarm Activation.

Version 1.0.28-SNAPSHOT.

S0-Apr-2018 1357:17 User: XtAdmin | _Role: Admin

NSZO22 TRIDIUM




CrossTalk Fire Alarm Management & Reporting

OR L& 29 D () (4 e a0 an

Occurred Type Address Condition
Last 24 Hours [Any] [Any] [Any] Search Adjust Table

Network Panel Device Channel Zone Condition Priority Raised v Accepted When Accepted By Address
Tower 8 Tower B Rest 10 25/03/19 16:36 <unknown> NI4.5PL ‘plarm Notes

Tower B Tower® Alarms Silenced 25/03/19 1635 25/03/19 16335 Cleared by RESET received N14.5.P1 Al Notes
Tower 8 Tower B Resat 25/03/19 16:35 <unknown> N14.5.P1 Alarm Notes
Tower 8 Tower B Alarms Silenced 25/03/19 16:35 <unknown: N14.5.P1 Alarm Notes
Tower & Tower & Device 76 Isolated Device 25/03/19 16:35 <unknown> N14.5.PLLLD76 Alarm Notes
Tower B Tower & Device 81 Isolated Device 25/03/19 16:34 <unknown> N14.5PLLLDSL Alarm Notes
Tower B Tower 8 Device 76 Interal Fault 25/03/19 16:33  25/03/19 16:34 Cleared by ‘Cleared' message received  N14.5.P1.L1.076 il T
Tower 8 Tower 8 Device 81 Internal Fault 25/03/19 16:32  25/03/19 16:34 Cleared by ‘Cleared’ message received  N14.5.P1.L1.081 N
Tower & Tower 8 Device 76 Intemnal Fault 25/03/19 16:32  25/03/19 16:33 Cleared by '‘Cleared' message received  N14.5.P1.L1.076 re——
Tower B Tower B Device 76 Intemnal Fault 25/03/19 16:32  25/03/19 16:32 Cleared by 'Cleared’ message received  N14.5.P1.L1.D76 Alarm Notes.
Tower B Tower B Device 76 Intemal Fault 25/03/19 1631 25/03/19 16:32 Cleared by 'Cleared' message received  N14.5.P1.L1.076 alain Notes
Tower B Tower B Device 81 Internal Fault 25/03/19 16:31  25/03/19 16:31 Cleared by ‘Cleared’ message received  N14.5.P1.11.081 HEnTr
Tower 8 Tower & Device 76 Internal Fault 25/03/19 16:30  25/03/19 16:30 Cleared by ‘Cleared’ message received  N14.5.P1.L1.076 At
Bannerman Network Bannerman Centre Sounder Fault 25/03/19 15:09  25/03/19 20:45 XtAdmin N23.5.P3 Alarm Notes.
Heinz Wolf Network Heinz Wolff Loop 3 Device 105 Channel 1 Zone14 Fault 25/03/19 15:01  25/03/19 20:45 XtAdmin N2LS.P16.L3.D10550 | alarm Notes
Heinz Wollf Network Heinz Wolff Loop 3 Device 106 Channel 1 Zone14  Fault 25/03/19 15:01  25/03/19 20:45 Xtadmin N2LSP1613.0106.51 | Alarm Notes
Antonin Artaud Network  Indoor Athletics  Loop 2 Device 26 Channel 1 Zone6  Fault 25/03/19 15:00  25/03/19 20:45 Xtadmin N22.5.P8.L2.026.51 e
Antonin Artaud Network ~ Eastern Gateway Loop 5 Device 55 Channel 1 Zone34 Fauilt 25/03/19 15:00  25/03/19 20:45 XtAdmin N22.5.P17.L5.D55.51 Alarm Notes

tonin Attaud Network ~ Eastern Gateway — Loop 5 Device 27 Channel 1 Zone34  Fault 25/03/19 15:00  25/03/19 20:45 XtAdmin N22.5.P17.15.027.51 Alarm Notes.
Wilfred Brown Wilfred Brown Loop 4 Device 51 Zone 12 Device Missing 25/03/19 14:59  25/03/19 20:45 XtAdmin N26.5.P1.L4.051 Alaem Notes.
Wilfred Brown Wilfred Brown Loop 1 Device 67 Zone3  Device Missing 25/03/19 14:59  25/03/19 20:45 Xtadmin N26.5.P1.L1.067 i
Wwilfred Brown Wilfred Brown Loop 4 Device 49 Zone 12 Device Missing 25/03/19 14:59  25/03/19 20:45 XtAdmin D49 o
Wwilfred Brown wilfred Brown Loop 4 Device 61 Zone 11 Device Missing 25/03/19 14:59  25/03/19 20:45 Xtadmin N26.5.P1.L4.061 Al R
George Shipp hall Gerorge Shipp Hall  Loop 2 Device 17 Channel 1 Zone6  Fault 25/03/19 14:59  25/03/19 20:45 XtAdmin N34.51.P.L2.D17.51 Alarm Notes

Elliot Jaques Elliot Jacques 1JOBoard 3 Sub-address 11 Input Activated 0 25/03/19 14:59  25/03/19 20:45 XtAdmin N28.51.P1.10.D3.511 T

Page Siee |25 Earlier | | Later Reset

User: XtAdmin | Role: Admin 18.4 MB / 127.4 MB

NSZO22 TRIDIUM




CrossTalk Fire Alarm Management & Reporting

)l ) (B

cCOMMS Advanced MX Network Comma,
FAULT Advanced Network / Office

NS2022

Total Alanms

Unaccepted

COMMS
FAULT

_.\
w 0
o MEML

19 16:19:38

R (B

Advanced MY Netwark Comma,
Advanced Notwork / Office

w0
Total Alanms | 0
olal Algnm o 0 u o
Unaccepted | O 0 g8
L2 161938

MENL

TRIDIUM




CrossTalk Fire Alarm Management &

Reporting
Sogzaeail -
B ' o
sXKidde G ENT zron ZZ fqientec #M Advanced
by Honeywell p v Electronics Ltd

&~
Protec @) noTiFiER

FIRE SYSTEMS Protec Fire Detection plc
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CrossTalk Fire Alarm Management & Reporting

: db
FM Integration i
facilio o [ ldCdla
T === ©F | framework®
IESE il gJ%d = =} CrossTalk T — | = — ] CONTROL ROOM
maximo 3 Server with T — Dedicated CrossTalk Client Applications
ARSI = G- Optional Ggﬂ&%ﬂ T For Graphical Ul, Alarm Receiving and
AIM FOR THE OPTIMUM _-C Redundancy &@m | System Management in Control Room

Local Area Network

rEIIO v2
“I“ “mm

S I
. Ttyrrell 1k . Ttyrrell

7 L St
< Ttyrrell 1k « Ttyrrell ik « Ttyrrell

Fully Functional Apps or
i0S, iPadOS and Android
(Requires WiFi Access) Standard Browser
Interface for Graphics,
Alarm Review &

Configuration v Kidde GENT ziton z Kl(ggte& A Advanced ,
IT— by Honeywell ’: " I-.|tar(':i-W||;e|(_:i|
s onitoring or nose
y & Protec @ w~omiFiER ;

- (A 4\ 1) Reels and Fire Panels
RE SYSTEMS

Protec Fire Detection plc
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OpenConnect Gateway

Fire Alarm Panel

BMS Output

OpenConnect Gateway

. <40) -

- v o RS232 / RS485 / IP
: 0 e
R X XXX X X BN N} .

) ‘7‘ TCP/IP M@ BAC net
| - - MConnect@i |

owered by $Modbus

4 Kentec VESZD?EE:J?’.*.} n|aga ra

framework"®
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UAE Fire Monitoring Project

GULF NEWS &

EMERGENCIES

Octobar 28. 2012 | Last updated 2:22 PM

links over 1,600
buildings a month in Abu
Dhabi

UAE"s smart fire alarm project picked up pace four weeks ago

,
. € £ ™

m

Image Cradt Suppled

The Alarm Recalving Cent
ocation of the fre Incident ac

zaniue with 3 glant scresn 2
me country. Piciures supalizd

m to enlarge the
antuk.

Pulishen: 216 Dotober 25, 2118

TR NS
Lwar At Staff Raporter GULF NEWS &

NS2022

Abu Dhabi: More than 1,600 commercial and regidential towers are
currently being connected each menth in the country fo the
Hassantuk's smart fire alarm system, a senior official of Hassantuk
project told Gulf Mews.

Each week, about 400 commercial and residential towers ars
connected as Hassantuk links up fo 65 towers in a day

Come Movember, the pace of linking up towers will be stepped up tc
150 a day, totalling to 3,750 buildings & month.

So far, 850 buildings were
connected to Hassantuk in the
country including 250 towers in the
Abu Dhabi emirate including Al Ain
and Al Dhafrah.

175,000

buildings are to be
connected to
Hassantuk system
by 2021

In October last year, the UAE
Ministry of Interior represented by
the Civil Defence Headgquarters, in parinership with Injazat Data
Systems, unveiled Hassantuk, the UAE’s smart fire monitoring. alert
and control system

The Alarm Receiving Centre st Hessanfuk with 2 gianf screen ahead of them fo

enlzrge the locafion of the fire incident scross the country

It is the region’s largest automated integrated system for accelerating
both emergency responzes and building system repairs to ensure
247 public =afety. It will connect buildings and facilities across the
country to an automated alarm-receiving centre that can request
immediate dispatch of emergency response from Civil Defence for
fire and cther life-threatening incidents.

The system picks up on smoke or any glitch in the fire safety system
in buildings and alerts the civil defence’s nearest unit to deploy
firefighters

In an exclugive interview with Gulf News, Dr Gordon Head,
Operatons Director at Hassantuk in Abu Dhabi, said. “Every day, 60
to 65 cemmercial and residential towers are connected to the country
to the Hassantuk's emart fire alarm system. We link 350 to 400
towers each week.”

*Hopefully, from next month [Movember], we are going fo increase
the cutput. We have to connect about 175,000 buildings and will
complete it by 2021, in line with the UAE “ision 2021, which aims to
make the UAE cne of the safest countries in the world.” he said

Linking of buildings picked up momentum four weeks back after
surveys, complexities and technical snags in buildings were fixed.

SNAGS IN BUILDINGS

Out of 11,000 buildings Hassantuk surveyed in the country so far,
over 30 per cent require repairs as per the Civil Defence's standards
to initiate the installation, Or Gerdon Head, Operatons Director at
Hassantuk project in Abu Dhabi, told Gulf Mews in an interview.

‘In last four to six weeks, we surveyed around 11,000 buildings, of
out which we found 30 per cent require repairs te begin installations
in them,” Or Head said

Thesge 30 per cent buildings have different types of issues pertaining
to fire alarm panels, alarm and smekes detectors and connectivity as
per the standards of the civil defence, he said

‘For this reason, we can't just go and connect any building. We have
to make them ready for connections with the new smart fire alarm
system. First, we survey the building and ask [the building
authorities] to go to their maintenance companies to fix these issues
as per the civil defence standards and provide them a snag list,” he
said.

The whele idea is to bring these buildings to safe standards, he said.

Hassantuk produces more than 800 alarm fransmissions boxes
ready-to-install per week at Injazat. Parts of the equipment are
manufactured outzide the country but assembled locally.

TRIDIUM




eBMS/loT-Alert - Small Building System
Monitoring

*Onboard 2G, 3G and 4G/LTE « Optical Tamper
* 3 X Isolated Monitored Inputs *«90-240VAC with 24 Hour Battery
* Dallas Maintenance Tag e Steel EN54 Enclosure

NSZO22 TRIDIUM




eBMS/loT-Alert - Small Building System
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eBMS/loT-Monitor - Large Bwldmg Monltormg &
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* Onboard Cellular 4G/LTE with Auto 2G/3G
* Industrial Temperature Support -15 to 85DegC
| ' | ! + Niagara 4.11 with Modem and MQTT Services
powered by « Full BACnet MSTP and LON Support
« 36 x Monitored Inputs and 3 x PSU Monitoring Dls

» 2 X Isolated RS485 Ports, 1 x Isolated RS232
« Dallas Maintenance Tag

framework® ° Steel EN54 Enclosure

NSZO22 TRIDIUM



eBMS/loT-Monitor - Large Building Monitoring &

Integration

Alarm Receiving Centre

Intelligent and
Hard-Wired
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Up to 3 Networks of 1km with 30 Modules per network (480 Inputs)

36 x Inputs for BMS, hose reel,
tank and other condition
monitoring related to safety
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